
  
 

 

Dataskyddsbeskrivning för 
kameraövervakning och 
elektroniskt låssystem 
Senast uppdaterad den 19.1.2026 med information om det elektroniska 
låssystemet 

 

För oss på Folkhälsan är din integritet och skyddet av dina personuppgifter 
viktigt. Syftet med denna dataskyddsbeskrivning är att informera om hur vi 
behandlar personuppgifter när vi bevakar och skyddar våra lokaler och 
områden med kameraövervakning och elektroniskt låssystem. Vid 
behandlingen av personuppgifter följer vi EU:s allmänna dataskyddsförordning 
(679/2016), den nationella dataskyddslagen (1050/2018) och annan tillämplig 
lagstiftning. 

1. Personuppgiftsansvarig och kontaktpunkt 
Vem som är personuppgiftsansvarig för kameraövervakningen och det 
elektroniska låssystemet beror på vilken organisations lokaler eller områden 
övervakningen sker i. Namnet på den personuppgiftsansvarige informeras i 
text på plats.  

Om du har frågor om den personuppgiftsansvariges eller Folkhälsans 
dataskyddspraxis eller vill utöva dina rättigheter som registrerad kan du 
kontakta vårt dataskyddsombud genom att skicka ett e-postmeddelande till 
dataskydd@folkhalsan.fi. 

2. Ändamål med behandling av 
personuppgifter 

Behandlingens ändamål är att upprätthålla säkerheten för personer och 
skydda egendom i den personuppgiftsansvariges lokaler och områden genom 
kameraövervakning och administration av passagerättigheter. Vi behandlar 
personuppgifter också för att utreda skadefall och egendomsbrott. 

3. Behandlade personuppgifter och 
behandlingens rättsliga grund 

Personuppgifterna som vi behandlar i samband med kameraövervakningen 
består av inspelningar från våra övervakningskameror kombinerat med 
inspelningens tidpunkt. Ifall det krävs för att uppnå behandlingens syften kan 
vi ta skärmdumpar på inspelningen och vid behov avgränsa bilden närmare. 
Det är endast i undantagsfall, t. ex. vid brottsutredningar, som vi strävar efter 
att urskilja ditt ansikte på bilden. Vi bandar inte in ljud. 

I samband med vårt elektroniska låssystem behandlar vi din nyckels 
identifikationsuppgift, som vi kan koppla till ditt namn eller bostadens nummer, 
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passagerättigheterna kopplade till din nyckel och logguppgifter som samlas in 
av nyckelns användning. 

Den rättsliga grunden för behandlingen är den personuppgiftsansvariges 
berättigade intressen. Dessa är att skydda våra lokaler och egendom mot 
egendomsbrott, skydda personer mot skada, utreda eventuella brott och 
skadegörelser och ansöka om ersättning och skadestånd. För det elektroniska 
låssystemets del är vårt berättigade intresse dessutom effektiv och enkel 
administration av åtkomsten till våra utrymmen. 

4. Vem behandlar dina personuppgifter?  
Personuppgiftsbiträden 
Inspelningen sker med hjälp av våra personuppgiftsbiträden vars identitet 
framkommer från skyltar placerade i de lokaler eller områden där inspelningen 
sker.  

Dessutom fungerar Folkhälsans Fastigheter Ab som personuppgiftsbiträde 
både i kameraövervakningen och det elektroniska låssystemet.  

Vid behov kan även försäkringsbolag behandla inspelningsmaterialet och 
andra personuppgifter för vår räkning.  

Hos Folkhälsan behandlas personuppgifter endast av de anställda som på 
grund av sina arbetsuppgifter behöver behandla dina personuppgifter.  

Tredje parter som är självständiga personuppgiftsansvariga 
Vi lämnar i regel inte ut dina uppgifter åt andra. Undantagsvis kan vi lämna ut 
dina uppgifter åt myndigheter som har lagstadgad rätt till uppgifterna eller åt 
försäkringsbolag. Myndigheterna behandlar personuppgifter i sådana fall som 
självständiga personuppgiftsansvariga för sina egna användningsändamål. I 
vissa fall kan även försäkringsbolag behandla inspelningsmaterialet för sina 
egna användningsändamål. 

Överföring av personuppgifter utanför EES 
Dina uppgifter överlämnas inte utanför det Europeiska ekonomiska 
samarbetsområdet (EES). 

5. Hur länge sparas personuppgifterna? 
Personuppgifter behandlas endast så länge som det är nödvändigt för att 
uppfylla ovan nämnda ändamål. Vi raderar onödiga och föråldrade 
personuppgifter när det inte längre finns någon grund för lagring.  

Kameraövervakningens inspelningar raderas i regel efter 30 dagar om vi inte 
har en orsak till att förvara uppgifterna längre till exempel på grund av en 
pågående utredning. Inspelningsmaterialet säkerhetskopieras inte. 

Vi behandlar din nyckels identifikationsuppgift, ditt namn och ditt 
lägenhetsnummer så länge du har din elektroniska nyckel i bruk. 
Logguppgifter raderas ca 2-3 månader efter den loggförda händelsen. 

Ifall dina personuppgifter behövs för att utreda ett brott- eller 
skadeståndsärende förvarar vi uppgifterna upp till två år från det att ärendet 
slutfördes eller 10 år från den skadevållande händelsen. 
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6. Skydd av personuppgifter 
För att skydda dina personuppgifter mot obehörig åtkomst, missbruk, 
förstöring eller annan olaglig behandling har vi vidtagit lämpliga tekniska, 
organisatoriska och administrativa säkerhetsåtgärder. Åtgärderna består av 
bland annat följande: 

• Avgränsning av området som övervakas; 
• Begränsning av åtkomsträttigheter; 
• Användning av ett slutet nätverk för övervakningssystemet; 
• Definiering och dokumentering av en process för åtkomst till 

inspelningar; och 
• Anvisningar till personalen om lagenlig och säker behandling av 

uppgifterna. 

7. Dina dataskyddsrättigheter 
Dataskyddslagstiftningen garanterar dig flera rättigheter i samband med 
behandlingen av dina personuppgifter. Det är dock viktigt att notera att dessa 
rättigheter inte är absoluta och i vissa fall kan begränsas, exempelvis på grund 
av lagstadgade skyldigheter. 

Du kan begära att utöva dina rättigheter enligt nedan genom att skicka din 
begäran till den adress som anges i punkt 1 i denna dataskyddsbeskrivning. 

Rätt till tillgång till dina uppgifter 
Du har alltid rätt att få bekräftelse på om vi behandlar dina personuppgifter. 
Om vi behandlar dina personuppgifter har du rätt att få tillgång till dem och en 
kopia av dessa uppgifter. Vi kan be dig precisera din begäran vid behov, 
exempelvis när det gäller detaljer kring hur uppgifterna ska tillhandahållas. 

Rätt till rättelse av dina personuppgifter 
Om du anser att de personuppgifter vi behandlar är felaktiga, ofullständiga 
eller föråldrade, kan du begära att vi rättar sådana personuppgifter. 

Rätt att få dina personuppgifter raderade 
I vissa fall kan du begära att vi raderar dina personuppgifter. Vi raderar dina 
uppgifter om det inte finns någon giltig anledning att behålla dem, exempelvis 
en lagstadgad skyldighet att fortsätta behandlingen. 

Rätt att invända mot och begränsa behandlingen av dina 
personuppgifter 
Du har rätt att invända mot behandlingen av dina personuppgifter. Detta 
innebär dock inte en generell rätt att invända mot all behandling. Du kan 
invända mot behandlingen av dina personuppgifter baserat på din specifika 
personliga situation om behandlingen grundar sig på den 
personuppgiftsansvariges eller en tredje parts berättigade intresse. Vi kan 
fortsätta behandla dina uppgifter trots en invändning om vi har en särskilt stark 
anledning att göra det, exempelvis för att utreda ett misstänkt missbruk. Du 
har också rätt att begära begränsning av behandlingen av dina 
personuppgifter, exempelvis om du ifrågasätter deras korrekthet. 
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Rätt att lämna in ett klagomål till tillsynsmyndigheten 
Om du misstänker att vi har behandlat dina personuppgifter på ett olagligt sätt 
har du alltid rätt att lämna in ett klagomål till tillsynsmyndigheten. I Finland 
övervakas lagenligheten i behandlingen av personuppgifter av 
dataombudsmannens byrå, vars kontaktuppgifter du hittar här, och på Åland 
av Datainspektionen, vars kontaktuppgifter du hittar här. 

https://tietosuoja.fi/sv/kontaktuppgifter
https://www.di.ax/kontakta-oss
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